**中南大学湘雅三医院信息安全保密责任书**

甲方：中南大学湘雅三医院信息网络中心

乙方：

一、保密信息包括但不限于软件源代码、各类模板、技术指标、技术诀窍、产品设计需求、产品设计、测试结果、合同等信息，以及双方标记为保密的信息。

二、安全信息包括医院数据安全、核心设备安全、网络安全、终端安全及公司所自备工作电脑的安全。

三、乙方在接触到的上述涉密信息，乙方有责任进行保密，不能将医院涉密信息向外部传播，因乙方信息泄露造成安全事故的，将追究责任，造成数据泄露，造成严重后果的将送公安机关追究其法律责任。

四、乙方所有建设人员需遵守《医院信息系统技术管理规定》、《医院信息安全管理规定》。

五、乙方需按照甲方安排在固定地点办公，并遵守以上所有规定和制度。不得利用任何设备进行私自篡改、连接、攻击等行为，一经发现，造成医院网络病毒、瘫痪或系统故障的由违规公司负责一切故障的恢复，并承担恢复带来的所有费用，恢复后按医院安全规定进行处罚，情节严重的或发现患者信息隐私泄露的，将送公安机关追究其法律责任。

六 、乙方有权对甲方提出工作所必须的配备和场地。

七、乙方项目经理做代表承诺已阅读并执行医院安全管理等所有规定制度，做好对本公司所有进场人员的培训工作。并承诺公司和本人承担一切违反安全规定带来的所有后果。

八、所有公司签署该责任书后方可进场建设和实施。

 项目经理签名：

 年 月 日